
SHIELDED CABINETS 

How to Select a Shielded 
Cabinet 

INTRODUCTION 
Determining exactly what kind of 
an electronic enclosure best fits 
the specific needs of an electronic 
product or use can be fraught 
with unexpected consequences. 
Aproductdependson theenclosure 
forits durability, reliability, shielding 
effectiveness, and in the case of a 
newproduct, marketability. Inother 
words, how well will this enclosure 
protect, maintain and shield the 
electronic components' ? 

NEMA VS. EIA STANDARDS 
Adding to the complications of 
the selection process is the fact 
that there are two standards that 
enclosure manufacturers can 
strive to meet: Electronics ' 

Industries Association (EIA) 
standards and those of the 
National Electrical Manufacturers 
Association (NEMA). Not sur- 
prisingly, these have different 
specifications, each having been 
created to meet various needs. So 
the first question is: "What is the 
difference between them and how 
does the cabinet buyer know 
which is applicable' ?" 

NEMAenclosures were designed 
to answer the problem of finding 
an easy way to meet Underwriters 
Laboratories (UL) specifications 
for a variety of electronics. 
Engineers developed a fully- 
welded five-sided enclosure with 
just one opening for a door. A 
panel was mounted in the back 
and the electronics were mounted 
directly onto it. The doors were 
designed to be secured with 
mechanical power shut-offs to 
preventboth unauthorized access 
and access when high voltage 
was used. Advancements in 
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development produced additional 
advantages suchasprotectionirom 
dust, moisture, oil spray, rain or 
snow, and even submersion. 

EIA enclosures were developed 
to meet a totally different set of 
requirements. Focus was on 
meeting and incorporating vari- 
ous product needs and on 
changing requirements. Elec- 
tronics manufacturers found they 
couldn't afford the time or cost of 
customized enclosures. Today' s 
short life cycles for new electronic 
products and the effort to get new 
products to market in the least 
amount of time interfered with 
such desires. 

ADVANTACES OF 
EIA ENCLOSURES 
The standardization by EIA 
manufacturers offered an effective 
solution. Now, even large 
electronic companies that can 
afford customizing are turning to 
the use of standard EIA racks in 
order to meet deadlines. 

Using EIA standard enclosures, 
a manufacturer or systems 
engineer can often specify exact 
requirements. Whether the need 
is to mount 19"-, 24"- or 30"-wide 
electronics, the standards are 
there, and the EIA enclosure 

industry has cataloged products, 
solve these problems. Accesso- 
ries, including Plexiglas doors to 
shelves, drawers, casters, lifting 
eye bolts, wired plug molds, 
grounding bus bars, and work 
shelves, are standard for most 
manufacturers. 

VULNERABLE 
ELECTRONICS SYSTEMS 
Another complexity presented by 
enclosures is the need to protect 
the internal and surrounding 
equipment from electromagnetic 
interference (EMI) and radio 
frequency interference (RFI). Not 
simply a nuisance, EMI/RFI can 
jeopardize successful operation 
of critical electronic commu- 
nication, computer, and com- 
mand/control systems. Delicate 
computer equipment cannot 
tolerate these emissions, which 
can be radiated fi om the ignition 
systems of gasoline engines and 
other electronic equipment. 
Received by wire and cable 
attached to a susceptible elec- 
tronic system, or directly by the 
system's circuits, this radiated 
electromagnetic energy can cause 
the undesirable responses associ- 
ated with EMI/RFI. 

Conducted interference may 
also occur when heavy-dutymotor 
switching causes transients on 
the power line; when spurious 
signals appear on the trans- 
mission line interconnecting 
systems; or from sources such as 
switching power supplies within 
the system. 

The susceptibility of equipment, 
or the degree to which a system 
responds to electromagnetic 
energy in the environment, along 
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with the source characteristics, 
ultimately determine whether 
signals in the environment are 
converted into harmful EMI/RFI. 
Some systems are less susceptible 
to EMI/RFI because of the nature 
of their circuit design or their 
operational parameters, such as 
frequency, amplitude, and sensi- 
tivity. The intended function of a 
system shapes how one assesses 
its susceptibility. Low levels of 
signals in the environment may 
be harmful for sensitive systems; 
for less sensitive systems, high 
levels of EMI/RFI maybe tolerated. 

It is not just the increasing 
sophistication and number of 
electronic systems in use today 
that impact the EMI/RFI problem, 
but also their density in a small 
space. The military has long been 
faced with placing a number of 
systems in close proximity in 
limited space, such as aboard 
aircraft or ships. Now, similar 
problems are arising as more 
electronic systems are finding 
their way onto the factory floor 
and into the automobile. EMI/ 
RFI control in all these environ- 
ments is problematic because 
isolating the interference source 
from the susceptible system is 
difficult in limited space. 

Digital systems present a 
particularly tough problem by 
being both radiators of un- 
desirable signals and susceptible 
to interference. Rapid data 
transfer and processing results 
in signals within computers and 
microprocessor-based equipment 
that have a high repetition 
frequency and pulse rise time, 
and hence are rich in high 
frequency harmonics. Short 
lengths of wire and cable as well as 
the conductors on the printed 
circuitrybecome 

efficient�radiator, 

andsmallopeningsinmetalcabinets 
become larger than one-half 
wavelength, and thus are also 
efficient radiators. 

Whether for reduction of emis- 
sions to meet FCC rules, or for 
application to susceptible equip- 
ment for reduction of interference 

effects, methods of EMI/RFI 
control are similar. There are a 
number of EMI/RFI control 
options, of which shielding by the 
electronic system's metal cabinet 
is of primary interest. 

When formulating options, an 
engineer must examine what is 
controllable and how much 
flexibility is possible in imple- 
menting EMI/RFI control tech- 
niques at those points. For 
instance, the designer of a factory 
data acquisition and control 
system has no influence on the 
design or selection of other 
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electronic equipment which 
customers may use in these 
facilities. On the other hand, 
specification of interconnecting 
cable between subassemblies 
within the cabinet, the cable's 
shielding and its routing, and the 
cabinet and its shielding effec- 
tiveness, are issues which can be 
controlled by the designer. 
Additionally, these control tech- 
niques may provide a good amount 
of flexibility in implementation. 

CABINET SHIELDING 
The ideal cabinet, from an 
electromagnetic shielding point 
of view, is thick metal, has 
continuous construction with no 
seams, and has no openings. 
From a practical point of view, the 
design of a good cabinet must be 
consistent with requirements for 
access to the interior for service or 
repairs, human factors, control 
knobs and connectors, a view of 
meters and visual indicators, and 
the facilitation of heat transfer 

from the electronics within. 
Heavy metal material with solid 

construction and high electrical 
conductivity continuity at seams 
and corners provides good 
shielding that can be maintained 
under the various mechanical 
stresses that may occur in use. 
Seams separating conductive 
panels must not be insulating or 
of high resistance, such as could 
occur with coverings of paint, 
corrosion, oxides, or with inade- 
quate fastening forces. Differing 
conductive materials must be 
galvanically compatible to pre- 
clude formation of a high- 
resistance mating section through 
electrochemical action (Table I). 

Some high reliability EMI/RFI 
cabinets are constructed from 
stainless steel. Sway-proof 
corners help maintain the mech- 
anical integrity, and hence 
shielding effectiveness, when the 
unit is under mechanical stress. 
Panels, fitted into a recessed ledge, 
have electrical conductivity 
continuity and shielding effective- 
ness assured with beryllium 
copper spring-finger shielded 
gasketing. Two stainless-steel 
studs are sometimes located in 
the lower rear of the frame to 
assist in grounding. 

Door closure on cabinets is 
frequently secured in an electro- 
magnetic sense by the use of 
conductive gaskets. Common 
forms of gaskets are wire mesh, 
rubber or vinyl tubes with 
dispersions or coatings of con- 
ductive particles, and beryllium 
copper spring-finger strips. 

Both the wire mesh and com- 
pliant tube require a design that 
provides force or pressure in the 
closure direction of the door. This 
compresses the gasket and 
assures that its shielding effective- 
ness is attained. Shielding along 
the length of the gasket is only as 
uniform as the closure force along 
its length. These gaskets tend to 
take a compression set after a 
period of time, which further 
reduces their effectiveness. 

Continued on page 254 
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